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If bUSiﬂeSS haS nO riSk, dOn’t dO it' ( frei nach Tom DeMarco & Timothy Lister)




: Scope of Corporate Risk Management

<—Establish Best-Practice orientated
uniform Risk Management
methodologies, processes and
tools for all of SAP’s LoB's;
Responsibility for SAP’s ongoing
external and internal risk reporting

Risk
Management
Framework

i Ongoing Shaping
Roll-out of effective , )
Internal Controls of corporate wide
documentation and rl_Sk aligned
assessment insurance
processes programs as a core
mandated by _ risk response
Sarbanes-Oxley Act /Documentation & Insurance strategy
as a core process Assessment of
risk response Strate
strategy Internal Controls ay



Corporate Risk Management Model:
Breakdown on Line of Business Level

'The implementation of SAP’s Corporate Risk Management Model (scope, covered activities,
LoB-specific adaptations, responsibilities) has been agreed with SAP’s Lines of Business

Corporate Risk Management Model

Risk Risk Risk Risk Risk

Planning Identification Analysis Response Monitoring

Sales/ Marketing Risk Development Risk
Management Processes Management Processes
Consulting Risk Management IT/Hosting Risk Management
Processes Processes
: I Shared Services RM Proces-
g?oigz:e?Sk HETEEITIE! ses (Finance, Facilities, HR,
Communications)
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SAP’s Operational Risk Management (ORM) Application

SAP Operational Risk Management

Structure Setup Analysis

Process
Support

Execution

Views and Worksets for Risk Owners, Risk Validators, Accountable Executives, Project Managers, Administrators

i Organization, Process, Project and Object Structures, Risk Assessments, Risk Responses, Business Intelligence, Info Cubes, Reports

Process-to-Process Integration, Offline Transactions, Notifications and Workflow

SAP Web Application Server
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. The Model

The 5 key process steps...

Risk Planning ) Risk Identification Risk Analysis Risk Response ) Risk Monitoring
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. The Model

Risk Planning

The 5 key process steps...

Risk Analysis

Risk Response ) Risk Monitoring

Process
Integration

Brain-
storming

Assessment
(meeting)

to ORM / _
Validation Reporting /
(approval) |Re-Assessments
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. Risk Planning

For on-going business operations:

B Usually occurs as part of annual planning

B Involves deciding how business risks are identified, assessed and
monitored

For projects:

B Involves deciding how risk management will fit into the project plan

Risk® identification Risk Analysis Risk Response ) Risk Monitoring

Determining
how to
approach risk
management in
your business
area or project
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: Risk Identification

Risk Planning,sy Risk Identification

Iterative process. For example:
B At the start of the annual budgeting process

B During the Evaluation phase of the Customer Engagement Lifecycle

B During the Planning phase of a standard or customer-specific development
project

B At the end of the Business Blueprint phase of an implementation project

No standard approach to identifying risk. However, some common
approaches include questionnaires, interviews, workshops, surveys
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: Risk Identification

Risk Statement
. RiskStatement

~ ~

There is no customer team to Go live will be delayed
support productive system

The customer is unable to replace Customer will be unable to perform
the consultants for system support system management causing
system degradation

Too much time is needed for SAP to Confusion and delays
make clear decisions
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: Risk Identification - Brainstorm Template

Saig

ALIAS: /GRM

* The Risk Brainztorming is uzed to prepare a risk assezament.
¥ Flease fill inthe 5 most important rizks you are aware of. Use English a5 documentation langauage.
» ‘ou can find an example inthe "Example” worksheet. In case you want to learn more about the Global Risk Management Model & Policy, use SAPMet Quick Link: /GRM

v

Facilty & Physical zecurity Azsessment

John Smith

20tk July 2004

Hanzs Meier

Brainstorm Results

1 External Attack Attack on embassy located in same building as SAP Disruption of SAP operations
5 T Areas in the building exist requiring special protection e g. UWilties [Since these are areas where critical functions are being
inthe Basement can be better protected. perfarmed, a disruption here would cause disruption of business
5 Evict ¢ conti Al Cortingency plans not in place for all critical business processes |Mo fall back measure inthe event of dizaster and business could
L SRR S and supporting infrastructure for Facilities. get affected.
o N Dange.r of critical =etvices, |.nfras:tructure ancd |nf|:|rmat|0|fu beu.'ug I vt oF & iaster e et T ih orfics ahass
4 Availability of critical resources unavailable when needed - inthe absense of an aternative site : ; : ; 3
: ; thiz could lead to a long term disruption to business operations.
to transfer essential services.
: There are knowwn incidents regarding the misuse of (user-) Poszsibilty of future intertional or unintentional hacking into key
5 Mizuse of Passwords : : : :
passwards, zystems, could lead to a dizruption of buziness operations.
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: Risk Identification

Common Risk Catalog:
B Corporate-wide catalog of generic risk categories

Communication and Information

Economic

Market Financial

Strategic Focus Product
Project

Human Capital

Organization and Governance Other Operational Risks

SAP4



: Risk Identification
SAR

ALIAS: /GRM
= Find the Common Rizsk that best fits the actual rizk, and enter the corresponsing 1D number in the Rizk Register worksheet.
[ Commonmisk | o MM CommonRisk | [ CommonRisk | 0 |

Thiz coinmn has Eeomonmic, Market, Stratogic
Focus, Financial, and Human Capital Rizks. ..

This coinmn has Organization and Govornance,
Projoect, and Product Risks. ..

Thiz coinmn has Communication, thor
Oporational Rizks...

Economic Rizk=s Organization and Governance Communication and Information
Global Ecanomy S0000075 Corporate Governance S0000116E Investor Relationz 0000109
Fegional Econamy S0000076 Carporate Culture and Leadership S0000117 Carporate Cammunications 0000110
Legal and Regulatory Environment s0000077 Organizational Structure Competitive Inteligence 0000111
Matural Catastrophies 20000075 Organizational Structure S00001149 Infarmation Stratedy 20000112
External Attacks S0000079 Processes S00001 20 Knowledge Transfer Stratecy S0000113
Process Execution S00001 22 Information Transfer Execution S0000114
Market Risks Internal Contrals System S00001 24 Idea Managemert S0000115
Competition S00000s0 Signature Rules S00001 94
Incluzstry Sector S00000E1 Partner Engagement Other Operational Risks
Market Development S00000382 Gualty of the Partner 50000130 Irtellectual Property Rights 50000166
Agenda of the Partner 5000013 Procuremert
Strategic Focus Segregation of Responsibilties S00001 32 Yendor Selection S00001 67
Strategic Objective Planning and Setting soaoo10z Partner Relstionzhip SO0001 33 Wendor Monitoring S0000168
Compettive Positioning sOaoo104 Yendor Dependency S00001E89
Pattner Management s0000105 Project Rizsks Palicy S0a0017a
Fesearch and Innovation 0000106 Cloze Out SO000208 Infrastructure Operations
Customer Focus soaoo1ar Project Management =ecurity Governance 000017
Brand and Reputation S0000105 Project Sponzorship S00002049 Facilities and Physical Security
Project Leadership and Gualification SOo000z10 Flanning and Construction S0000173
Financial Risks Project Team SO000211 Lozs of Infrastructure S0000174
Fimnancial Reporting Planning and Rizk [dertification S0000213 Unauthorized Access S0000175
Accounting Guidelines 20000139 Ezcalation Management S0000220 Impairment of Personnel 200001 7E
Financial Market Regulations S0000140 Project Change Management S0000224 Facilties and Physical Security S0214172
Financial Mizstatements 500001441 Initistion and Planning Information and IT
Irternal Compliance s00o0142 Budgeting and Profitabilty SO000233 Confiderntialiy S000017FF
Treasury Scope and Deliverables Availability 0000178
CuUrrency S0000143 Zolution SO000227 Technology S0a001s0
Ligquiclity S0000144 Technology SO00022%G Irteqrity a0211170
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: Risk Identification - Assessment Template

ALIAS: /GRM

* General " Anglsis Response 1

= Do nat inzer ro o columns.
dambeder T T2 shaded

Clear Reqgister | Save ORM Data

General Rizk Information

Identification |Common | Common Risk

Date Rizk ID Title

LT
-
" Response? T Al O ORM Selection

it required data iz missing and "To ORM?" =

Prezsz after succesatul ORM upload =

e I Dizplay headers

Upload Successful

Condition

Consequence

1 17112004 (20000079 (ECOMOMIC External Attack Attack on embazzy located in same Dizruption of SAP operations
RIZK=: External building as SAP
Aftacks

2 17112004 (50211172 |OTHER Protected Areas  |Areas inthe building exist reguiring Since these are areas wwhere critical
OPERATIOMAL special protection e.g. Lilties inthe functions are being perfarmed, a
RISHS: Facilties Bazement can be better protected. disruption here would cause
and Physical disruption of business
Security

3 17412004 (20000120 [ORGAMZIZATION  |Existence of Contingency plans not in place for all (Mo fall back measure inthe event of
ArD Contingency Plans |critical buziness procezzes and dizaster and buziness could get
GOVERMAMNCE: supporting infrastructure for Facilties. (affected.
Processzes

4 17112004 (50000174 |OTHER Availakility of Danger of critical services, Inthe event of a dizaster like
OPERATIOMAL ctitical resources  |infrastructure and information being ‘zabotage’ fire' in critical areas | this
RISHS: Lozs of unavailable when needed - in the could lead to & long term disruption to
Infrastructure abzensze of an aternative site to business operations.

transfer ezsential services.

5 17112004 (20211170 |OTHER Mizuze of There are known incidents regarding  [Pozsikilty of future intertional or
OPERATIOMNAL Pazzwards the mizusze of (uzer-) passwards. unintertional hacking irto key
RISHS: Inteority systems, could lead to & disruption of




. Risk Analysis

Risk attributes » Probability; Impact; Timeframe

Risk prioritization involves separating out which risks should be
dealt with first when allocating resources

Evaluating the
risk attributes,
and prioritizing
(ranking) the
risks
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: Risk Analysis

Probability:

Five-level scoring scale to be used by all lines of business:

81 -99%
90%

61 —-80%
67%

41 - 60%
50%

21 -40%
33%

25%

1-20%
17%

10%
5%
2%
1%

once a year

once every 1% years (\\
o)

&b
0O
once everg&@gars
2
S

< 2
se%nce every 3 years
00“0 once every 4 years

o®
3}
()
S
6’&

once every 6 years
once every 10 years
once every 20 years
once every 50 years
once every 100 years




: Risk Analysis

Impact (Local/Global):

Five-level scoring scale to be used by all lines of business:

Qualitative Impact

Total Loss (Quantitative)

1 = Insignificant

2 = Minor
3 = Moderate
4 = Maijor

5 = Catastrophic

Up to €200,000

€200,000 to €1,000,000
€1,000,000 to €5,000,000
€ 5,000,000 to €25,000,000
Greater than €25,000,000

Local Impact

* HW costs, 8&0@0
. . S

Customizing 8&5‘?26
0

All costs t install I o ft
costs to re-install norma operéa}pgo'a era

risk occurred like.: RS
S O

R
;¢

Global Impact

All costs that result out of the risk occurrence
like:

* unavailable of services to customers &
employees,

* loss of image,

* costs to re-install normal operation (local
impact),




. Risk Analysis

Risk Level:

Derived from the probability and impact attributes as follows:
Example: Probability = 60%; Impact =€1,000,000 (Level 4)

>(61-80%
S Medium Risk
g 41-60%
/)
| .
1-20%
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: Risk Analysis

Risk Prioritization:

B [nvolves separating out which risks should be dealt with first when

allocating resources

B Approach: Map the risk level against the time frame for the risk
(e.g. how soon action is required to prevent the risk from occurring)

B The following table shows how risk severity incorporates the time
frame for action to arrive at a prioritized list of risks

risk Level > D

Med

Short (0 — 1 month) 5

; _—Top priority risks

Medium (1 — 6 months) 7

3

Time Frame

Long (> 6 months) 9
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: Risk Analysis

Financial Exposure (‘“Expected Loss”’):

Probability x Impact

Example:

Expected loss ={70%| x|cost of 6 weeks of testing|= €7,000

]‘ (€ 10,000)
\
Probability Impact

THE BEST-RUN BUSINESSES RUN SAP w



: Risk Analysis - Assessment Template

PROJEC' REGISTER
nternal U=e Onl

0¥ AnEysis 1 L Response 2 ol ' ORM Selection

' Res pon

» Do agjnsert rows or columns.
» Mlandatory HE =d data is missing and "To ORM? = "5

Cle=r Register | %=we ORM Dtz Press after successiul ORM upload »  Uplaad Suscessful ‘

General Risk Information

¥ Dis play headers

Global Local

Impact Impact Risk
Common Risk Time- Before Before Ezpected Risk |\'rior-
Title Condition Consequence frame | Response | Hesponse Loss Level \. |
1 |ECOMOMIC External Attack on embassy located in same building | Disruption of SAF operations £.000.000 2 z % 5 120.000 Med
RISKS:External | Attack as SAF /
Attacks %
2 |OTHER Protected Areas in the building exist requiring special | Since these are areas where critical 3000000 | 20 2 % L) E00.000 Med ‘
OFERATIOMAL Areas prokection e.q. Utilities in the Basement ¢an | functions are being performed, a /
RISKS: Facilities be better protected. disruption here would cause disruption Bf
and Physical buszines=
Security e
3 |ORGAMIZATION |Esistence of | Contingency plans not in place for all eritical | Mo fall back measure in the event of 3000000 10 2 V 5 300,000 Med
AnO Contingency | business processes and supporting dizaster and business could get affect
GOVERMARCE: Flan= infrastructure for Facilities,
Processes e
4 |OTHER By ailability of | Oanger of critical services, infrastructure | In the event of a disaster like "sabotage’ £.000.000 i 1 5 120.000 Mled
OFERATIOMAL critical and information being unavailable when 'fire" in critical areas, this could lead to a
RISKS: Loss of Tes0Urces needed - in the absense of an alternative site | long term disruption ko business
Infrastructure o transker essential services. operations.
7
5% [OTHER Mlisusze of There are known incidents regarding the Fa=sibility of future intentional ar a0 3 3 4 1
OFERATIOMAL Fazzwords | misuse of [user-] passwords. unintentional hacking into key systems, /
RISKS: Integrity could lead to a disruption of busines=s ,.-/-':';;
operations. ////‘%
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Deciding what,
if anything,
should be done
with a risk

Risk Response answers two key questions:

B Who owns the risk (responsibility), and

B What can/should be done (scope and actions)

Standard response actions: Delegate; Research; Transfer; Accept;
Mitigate; Watch

THE BEST-RUN BUSINESSES RUN SAP w



: Risk Response — Assessment Template

Sacd

ALIAS: /GRMWM

7 Generd 7 Andysis

» Ol nok inserk row
+ Mlandatary fields shaded

Cle=r Register S=vwe ORM D=

¥ Rezponse 1

" Regponse 2 (ﬁ

Press after successful ORM upload =

General Risk Information

e ERE N

All ' ORM Selection

¥ bis play headers

Upla=d Successful

risk,

Response

The action(s) ko
be taken to
respond to the

T~

Risk Response /

N\

7 N
/ Pruh\ Total Loss
Reduced educed
Common Risk Response | Hesponse | By After After
10O Title Condition Consequence Response Owner Cost Resp. Sp.
1 (ECOMORMIC External Attack on embassy located in same building | Disruption of SAF operations Enzure sufficient insurance d0E3861 10,000 1.000QI00
RISKS: External Attack as SAF COVErage
Artacks
2 |OTHER Frotected Areas in the building exist requiring special | Since these are areas where critical likigate Implerment security dO038E1 10,000 153
OFERATIOMAL Areas protection e.g. Uilities in the Bazement can | functions are being performed, a measurements [awoid public
RISKS: F acilities be better protected. digruption here would cause disruption of access bo areas where critical
and Physical business fuctions are performed]
Security
3 |ORGAMIZATION |Eristence of |Contingency plans notin place for all critical | Mo Fall back measure in the event of likigate Setup Business Contengency dO038E1 50000 g
AMNDO Contingency | business processes and supporting dizaster and busines=s could get affected. Flans [BCF) for all relevant
GOVERMAMNCE: Flans infrastructure for Facilities. processes, Contact
Froceszes Corporate Security for suppart
\ [Christine Trexler-walde]
4 |OTHER Auailability of | Danger of critical services, infrastructure In the event of a disaster like 'sabotage’ Auccept
OFERATIOMAL critical and information being unavailable when 'tire’ in critical areas, this could lead to a
RI5KS: Loss of resources needed - in the absense of an alternative site | long term disruption to business
Infrastructure o transker essential services. operations.
5% |OTHER Misuze of There are known incidents regarding the Fo=sibility of Future intentional or Ilitig - Enforcement in case of dO038E1 A0
OFERATIOMAL Fasswords | misuse of [user-] passwords. unintentional hacking into key systems, \ misuse /
RISES: Inteqgrity could lead to a disruption of business ¢ Ensure secure passwords
operations.




: Upload Risks to ORM
w Maintenance Analysis Status Workfl ow Exit

L

ALIAS: JCRM Activity-/Risk Maintenance Malidation QRT /001

Activity/Risk Maintenance ==@

Show| || Get| Orgarization Unit || 50001398 Gao Open Advanced Search | Settings

g M ﬂﬂPage 1 of1 Personalize
Ohiject abbr. Mame

_| = Root

[ ] CorpSecurity Corporate Security

Create | Edit| cancel| Delete |ﬂ'rnpnse Risk | Upload Risk | c:-:.uab-:.rativek)skl Link Rizk | Import | «|~|Page 1 of1 Personalize
Title I Risk Level =k Priority  Probahbilty  Expected Loss Total Loss Global Impact  Local Impact Status Analysis Currency

|~ Root

| || Projects

| || Processes

| || = Ohjects

[ ] = Facility § Security £ T (Location =X BS Loy 430,000,000  17.000.000,00 Draft ELR

| || Mizuze of Passwords 136 Low 5 40 Moderste Major Draft  16.11.2004 EUR

| || External Attack 132 Lowy 7 2 100.000,00 5.000.000,00 Catastrophic  Draft  16.11.2004 EUR

| || Existence of Contingency Plans 134 Low 7 2 G0.000,00 3.000.000,00 Catastrophic  Draft  16.11.2004 EUR

| | Protected Areas 133 Low 7 5 150.000,00  3.000.000,00 Maijor Draft  16.11.2004 EUR

| || Availability of critical resources 135 Loww g 2 1 20.000,00 6.000.000,00 Catastrophic  Draft  16.11.2004 EUR

Approval Data

Appraval Status™ To be

Aszessment fragquewy

ST-RUN BUSINESSES RUN SAP w




Validation — Approval of Risks & Response Strategy

“Risk Validation” is the process of reviewing
and approving the identified risks, the analysis,
and the risk response plans

Validation transactions take place in ORM

Responsibility for validation cannot be
delegated

Risk Validator can:

Approve the assessment

Reject individual risks (use activity comment
field to provide reasons; note that rejected risks
can’t be re-activated)

Set the sensitivity level of a risk (where
“sensitivity” means attorney confidential)

THE BEST-RUN BUSINESSES RUN SAP w



: Validation — Approval of Risks & Response Strategy

ALIAS: /GRM ORT /001 )
% Complete weork item | Save | «|~|Page 1 of 1 Fiter on |[Eersonalize
Title Cregtion Date Status
Yalidation reguired for activity 65 - Facility ! Security § 1T (Location XX 16.11.2004 READY
] 1ats Cvyner SUMMEry: Collaborstive Summary Attributes Rizk Grouping Rizk=

% Cancel

Administrative Data

Date 16.11 2004 7 Changing user/Creating user| DO33861 Michael Collet

Activity D | 65| [dentification Date [16.11.2004 |

Common Activity | 50211458 FacSeclT Activity type | Object

General Data

Title | Facility / Security / 1T (Location ¥ |

Assessment owner | DO33561 Michael Collet Organization Unit | 30001396 [CorpSecurity

“alidatar | DO33561 Michael Collet Mew Org Unit | ooooooo0| |

Accountable Manager | | Currency |EUR |

Fesponsible | | Opportunity “alue | 0,00

Approval Data

Approval Status [ “alidated |

Assessment frequency | 3| Month |

Approval Comment Flease keep me updated b4 bi-monthly reporting about the response implementation |




. Risk Monitoring

Assessing the effectiveness of the response actions
Ongoing activity aimed at ensuring that response plans are working

Activities include collecting information and reporting results

Keeping track o
the risks and
evaluating the
effectiveness of
the response
actions
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Risk Monitoring — Re-Assessments

Risk Manager / Assessment Owner:

keep track of existing risks

Set Assessment Cycle to a reasonable timeframe
(e.g. 3 months)

Require updates from Risk / Response Owners via
ORM workflow

enter new upcoming risks to ORM

THE BEST-RUN BUSINESSES RUN SAP w



Risk Monitoring - Reporting

Objective:

Provide clear, useful and actionable
information about SAP’s risk profile and risk
management performance

Target audience:
Supervisory Board
Executive Board
Product Technology Board (PTB)
Field Management Board (FMB)
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ICopyright 2005 SAP AG. All Rights Reserved

No part of this publication may be reproduced or transmitted in any form or for any purpose without the express permission of SAP AG. The
information contained herein may be changed without prior notice.

Some software products marketed by SAP AG and its distributors contain proprietary software components of other software vendors.

Microsoft®, WINDOWS®, NT®, EXCEL®, Word®, PowerPoint® and SQL Server® are registered trademarks of
Microsoft Corporation.

IBM®, DB2®, DB2 Universal Database, OS/2®, Parallel Sysplex®, MVS/ESA, AIX®, S/390®, AS/400®, OS/390®, OS/400®, iSeries,
pSeries, xSeries, zSeries, z/OS, AFP, Intelligent Miner, WebSphere®, Netfinity®, Tivoli®, Informix and Informix® Dynamic ServerTM are
trademarks of IBM Corporation in USA and/or other countries.

ORACLE® is a registered trademark of ORACLE Corporation.

UNIX®, X/Open®, OSF/1®, and Motif® are registered trademarks of the Open Group.

Citrix®, the Citrix logo, ICA®, Program Neighborhood®, MetaFrame®, WinFrame®, VideoFrame®, MultiWin® and other Citrix product
names referenced herein are trademarks of Citrix Systems, Inc.

HTML, DHTML, XML, XHTML are trademarks or registered trademarks of W3C®, World Wide Web Consortium, Massachusetts Institute of
Technology.

JAVA® is a registered trademark of Sun Microsystems, Inc.

JAVASCRIPT® is a registered trademark of Sun Microsystems, Inc., used under license for technology invented and implemented by
Netscape.

MarketSet and Enterprise Buyer are jointly owned trademarks of SAP AG and Commerce One.
SAP, SAP Logo, R/2, R/3, mySAP, mySAP.com and other SAP products and services mentioned herein as well as their respective logos

are trademarks or registered trademarks of SAP AG in Germany and in several other countries all over the world. All other product and
service names mentioned are trademarks of their respective companies.
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ICopyright 2005 SAP AG. Alle Rechte vorbehalten

Weitergabe und Vervielfaltigung dieser Publikation oder von Teilen daraus sind, zu welchem Zweck und in welcher Form auch immer, ohne
die ausdrtckliche schriftliche Genehmigung durch SAP AG nicht gestattet. In dieser Publikation enthaltene Informationen kénnen ohne
vorherige Ankiindigung geandert werden.

Die von SAP AG oder deren Vertriebsfirmen angebotenen Softwareprodukte kénnen Softwarekomponenten auch anderer
Softwarehersteller enthalten.

Microsoft®, WINDOWS®, NT®, EXCEL®, Word®, PowerPoint® und SQL Server® sind eingetragene Marken der Microsoft Corporation.
IBM®, DB2®, DB2 Universal Database, OS/2®, Parallel Sysplex®, MVS/ESA, AIX®, S/390®, AS/400®, OS/390®, OS/400®, iSeries,
pSeries, xSeries, zSeries, z/0OS, AFP, Intelligent Miner, WebSphere®, Netfinity®, Tivoli®, Informix und Informix® Dynamic ServerTM sind
Marken der IBM Corporation in den USA und/oder anderen Landern.

ORACLE® ist eine eingetragene Marke der ORACLE Corporation.

UNIX®, X/Open®, OSF/1® und Motif® sind eingetragene Marken der Open Group.

Citrix®, das Citrix-Logo, ICA®, Program Neighborhood®, MetaFrame®, WinFrame®, VideoFrame®, MultiWin® und andere hier erwahnte
Namen von Citrix-Produkten sind Marken von Citrix Systems, Inc.

HTML, DHTML, XML, XHTML sind Marken oder eingetragene Marken des W3C®, World Wide Web Consortium, Massachusetts Institute
of Technology.

JAVAR® ist eine eingetragene Marke der Sun Microsystems, Inc.

JAVASCRIPT® ist eine eingetragene Marke der Sun Microsystems, Inc., verwendet unter der Lizenz der von Netscape entwickelten und
implementierten Technologie.

MarketSet und Enterprise Buyer sind gemeinsame Marken von SAP AG und Commerce One.
SAP, SAP Logo, R/2, R/3, mySAP, mySAP.com und weitere im Text erwahnte SAP-Produkte und -Dienst-leistungen sowie die

entsprechenden Logos sind Marken oder eingetragene Marken der SAP AG in Deutschland und anderen Landern weltweit. Alle anderen
Namen von Produkten und Dienstleistungen sind Marken der jeweiligen Firmen.
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